CABA XML 
/Web Services Guideline Committee Meeting

Draft Meeting Minutes

June 3, 2003

Introductions

Attendee list:

· John Petze – Tridium

· Aaron Hanson – Tridium

· Dave Robin – ALC

· Herman Brown – Cheveron / P&B

· Keith Corbett – Cimetrics

· Bill Radford – Honeywell

· Bill Lydon – Wago

· Tim Huneycutt – GridLogix

· Peter Manolescue – Security XML

· Bennet Levine – CCSE

· Jeff Seewald – Trane

· Paul Ehrlich – Trane

· Ashraf Ali – Fastek

· Simon James – Honeywell

· Ken Wacks – Home and Building Systems

· John Huston – Teng Solutions

· Tom Lohner – Teng Solutions

· Anno Scholten – eStructures

On telephone conference link:

· Jerry Martucci, Johnson Controls

· Alex Chervet, Echelon Corporation

· Bob Old, Siemens

· Rob Zivney, Hirsch

· Dave Branson, CSG

· Dave Richards, Trane 

· Jeremy Roberts, LonMark Interoperability Association

· John Pitcher, Prenova

· John Eiden, Envenergy

· Steven Totolo, Total Voice Control

Proposed Committee structure

[See presentation]

Mission statements:

· “Non-binding” is very important.  Standards of W3C are recommendations.  Indicates voluntary compliance.

· CABA is not a standards development organization.  The product of the Committee must be delivered to appropriate standards organizations.

· Standards Groups (except ITU) are voluntary – therefore it is important to have industry promotion.

· Not certified or working under process of a true standards organization.  But, benefits are rapid movement and informal process.  But, the result is a suggestion.

· How is this different from XML efforts at ASHRAE or other organizations?  XML at ASHRAE (Guideline 20) is general use for HVAC industry.  Schemas will be used for everything, catalogs to potentially building control.

· IAI is developing XML schema, XML use in buildings, focus on various building components/materials.

· ASHRAE GPC-20, wider scope covering business to business purchasing, controls, reference sequences of operation.  GPC-20s scope does not include services, just XML definitions.

· GPC-20 working under lengthy standards process.

· What is the outcome of having the guideline?  Owners see buildings as source of data, IT network as backbone.  Current industry protocols have weaknesses when applied on IT infrastructure.  XML enables communication in the IT world and machine to machine communication.

· XML/web services offer robust communication among different parts of an enterprise.

· Facilitates synergy with the security element of the system.

· Where in controls hierarchy does this fit?  Unit control, area control, front end.  Look at it from a need perspective, where is the data required?

· Schema must supply units, resolution, etc.

· Use cases required to better define requirements of data model.

· How far do we want to go in achieving interoperability?  Hidden state machines.  Policy required prior to establishing details, up-front understanding of goals.  An intent or policy to support interoperability is a potential goal of the group.

· Web services supplies some basic infrastructure for interoperability, integers, strings.

· Enemy of interoperability: options.  Most interoperable problems: Semantics and state, or multiple ways of doing things.  When options come up, work very hard to make them not options.

· This is not a data communication standard, but an interoperability standard.

· Paul agreed to edit the mission document and add comments re interoperability, etc. (see attached documents with included changes)

Data Model

· Idea: not the entire namespace, but the types.  Orthogonal to SOAP.  Looking at integrating with enterprise IT.  Look at .net and JAVA as type systems.  Provide a small set of easy to comprehend types. 

· Create stuff that you could model BACnet, LonTalk, MODBUS with.

· Are the services the use cases for the data model group?  Or are use cases more high level, what you are trying to achieve, driven by user down?

· Would like to see device description language?

· Enterprise user does not want information associated with modeling conventional protocols.

· One test of data model is, can we duplicate everything on BACnet, LonTalk, etc.

· Enterprise data user; however, does not need to know anything regarding protocol, etc.  Higher level of abstraction required, data normalization.

· Looking for ways to make mapping/binding processes automate-able.

· OPC has a lot of experience – they have a standardized data model – data normalization for applications.

· If we expose MODBUS registries for example, to the enterprise user, we have not done our job right.

· Product must be “automatable”.  It can be the differentiator in the market – the standards must be able to support it.

· Add to data model mission statement: Look at other models, group will look at related/complementary efforts, such as BACnet, DALI, etc. and incorporate their thinking in our efforts.

· Existing technologies have equipment or network centric naming conventions.  How much will HVAC be a part of the data model?  Where do we run into GPC-20?  

Volunteers:

Lead – Aaron Hanson

Dave Robin

Dave Richards

Bill Radford

Ken Wacks

Jeremy Roberts

Dave Underwood
John Eiden

Rob Zivney

Paul will recruit additional end-users.

Services

· Subservient to data model group?  Close level of cooperation required among data model, services, and management.

· First task: three groups create use cases.

· Client server model vs. peer model  (Polling, call-backs).  Concern about load on IT network.

· Synchronous vs. Asynchronous calls.

Volunteers:

Lead - John Pitcher

Jerry Martucci

Aaron Hanson

Herman Brown

Ashraf Ali

Security

· Easy – not going to invent new security.  Research to find most suitable system/model.  Must not be complacent.

· SSL very well understood at transport layer.  

· Difficult - Web security not complete.  Competing proposals for XML security.

· Scenarios required for testing security models. We need volunteers who understand how controls systems work to develop obscure scenarios.

· Are user sessions, cookies included in security, or another area?

· Needs to be platform independent.

· Physical vs. virtual security.

· Because we’re going to be riding on the IT network and they will ultimately dictate how security is implemented, are we spinning our wheels?  We’re better off if we can a security implementation that is platform independent – recommend to IT and they will implement.

Volunteers:

Lead – Peter Manolescue

Dave Robin (already working on BACnet security)

Dave Richards

Someone from Honeywell TBD

Bill Lydon?

John Eiden

Bob Old (invisible ink)

CERL may be willing to participate

Management

· Biggest challenge – when network mgmt. created then some type of DB also created – where does it reside? Who owns it?  Why does it have to be a DB – can’t each device be self-discovering?

· Different from IT Network Mgmt. Must be multi-leveled.


Volunteers:

Lead:  Anno Scholten

Dave Branson

Lighting representation from DALI, (Thomas Ike – Lutron)?

Fire alarm representation from Simplex (Len Krasinki ?)

Bob Old (invisible ink)

Guideline vs. Standard

See slides

Resources and Funding

Sharing costs

Need more detailed estimate, and discuss further

Action Items

· Arrange meeting for use cases, start with teleconference – PE

· Kirk and Paul to develop detailed costing to present at next teleconference for discussion.

· Decide on forum (Yahoo)- Kirk

· Next face-to-face meeting, BACnet interest group at University of Cincinnati in early October.

